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Interactive Awareness Programme on Cybercrimes and Cyber Security

DATE : | 30" NOV 2023
VENUE : | Seminar Hall,Government College for Women(A) Srikakulam
METHODOLOGY

INTERACTIVE SESSION
USED
ACTIVITIES Awareness program on cybercrimes and cyber security
CONDUCTED

incollaboration with Cyber Cell Srikakulam

NO OF PARTICIPANTS | : | 200" STUDENTS

LEVEL OF
PARTICIPANTS

Under Graduate students FROM ALL STREAMS

ORGANIZING . L
Faculty — Department of Computer Science and Applications

COMMITEE

RESOURCE PERSONS | : | Cyber Cell Srikakulam

» To educate students on cyber threats

» Promote Cyber Safety and Security

» Encourage Responsible Online Behavior

>
Details of the event/ activity:
The Department of Computer Science and Applications is committed to fostering a
comprehensive learning environment that empowers students to achieve their career aspirations.
In this context every student in digital era need to be blending with social media platforms and

online resources for going towards excellency. So There is a need for bringing awareness among

students about the various online threats and security related concerns for their benifit.



In this regard the Department of Computer Science and Applications in collaboration with Cyber
Cell Srikakulam has organized an awareness programme on Cyber Crimes and Cyber Security . The
Cyber Cell SI Sri Ch.Prasad and Smt. B.Revathi Sublnspector of Police Disha PS Srikakulam has

emphasized on the follwing key points

Crime Awareness:

1. Types of Cyber Crimes: Explain the different types of cyber crimes, such as phishing, identity
theft, online harassment, and ransomware attacks.

2. How to Identify Cyber Crimes: Provide tips on how to identify potential cyber crimes, such as
suspicious emails, unfamiliar websites, and unexpected pop-ups.

3. Consequences of Cyber Crimes: Discuss the consequences of cyber crimes, including financial
loss, reputational damage, and emotional distress.

# Online Safety Tips:

1. Password Management: Provide guidance on creating strong passwords, using password
managers, and avoiding password reuse.

2. Safe Browsing Habits: Offer tips on safe browsing habits, such as avoiding suspicious links,
verifying website authenticity, and keeping software up-to-date.

3. Social Media Safety: Discuss social media safety, including privacy settings, online harassment,
and cyberbullying.

# Cyber Security Best Practices:

1. Software Updates: Emphasize the importance of keeping software up-to-date, including
operating systems, browsers, and applications.

2. Antivirus Software: Discuss the importance of using antivirus software and keeping it up-to-
date.

3. Firewall Configuration: Explain how to configure firewalls to block unauthorized access.

4. Data Backup: Stress the importance of regular data backups and provide guidance on how to do
so.

# Reporting Cyber Crimes:

1. Reporting Mechanisms: Explain the mechanisms for reporting cyber crimes, including online
reporting platforms and police helplines.

2. What to Report: Provide guidance on what information to report, including suspicious emails,
phishing attempts, and online harassment.

3. Support Services: Inform victims of cyber crimes about available support services, including
counseling and financial assistance.

4.Cyber Security Laws and Regulations: Discuss relevant laws and regulations related to cyber
security and cyber crimes.

OUTCOME :

Being a women's college, where many students hail from rural areas, there was a pervasive sense of
concern among them regarding online safety. Through the awareness program, the students were
empowered with crucial knowledge on responsible social media usage and the importance of protecting

their personal information online.



PHOTOS

OVT COLLEGE )R WOMENLA] sgumuu?

¥ Iy

.




{7

s
-4 - N A R A B L o’ o ¢ o o ol
WP ON :"- 5 o L--fb-ﬂ. 55 LEDETE B ..),T‘O"..-vgdc )} L w)
= 3 [
(&2 B

A e B s LA




